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never will be forgotten. All of us have 
a responsibility to give voice to the 
challenges crime victims face, not just 
this week, but for every week of the 
year. 

f 

IN RECOGNITION OF LOCKHEED 
MARTIN’S F–22 PROGRAM 

(Mr. GINGREY of Georgia asked and 
was given permission to address the 
House for 1 minute and to revise and 
extend his remarks.) 

Mr. GINGREY of Georgia. Mr. Speak-
er, I rise today with a heavy heart as 
the delivery ceremony of the last F–22 
Raptor will take place next Wednesday 
in Marietta, Georgia, my hometown, 
tail No. 195—far short of what our Air 
Force needs. 

Over the last three decades, the Cobb 
County community has watched the F– 
22 grace our skies as thousands of our 
citizens have worked steadfastly to 
make the Marietta production a model 
line. Many of our neighbors have in-
deed had a direct hand in producing the 
most capable fighter jet in history. The 
program has been a critical component 
of America’s industrial base and a 
source of economic strength, creating 
25,000 American jobs in 44 States and 
representing more than $12 billion in 
annual economic activity. The F–22 
protects our citizens and our soldiers, 
and it deters America’s enemies. Its 
legacy will be a credit to our commu-
nity for years to come. 

Mr. Speaker, I ask my colleagues to 
join me in recognizing Lockheed Mar-
tin and the F–22 program. 

f 

WORKERS’ MEMORIAL DAY 
(Mr. HIMES asked and was given per-

mission to address the House for 1 
minute and to revise and extend his re-
marks.) 

Mr. HIMES. Mr. Speaker, I rise today 
on Workers’ Memorial Day because 25 
years ago in Bridgeport, Connecticut at 
L’Ambience Plaza, 28 construction 
workers lost their lives building a 
building using the controversial lift- 
slab construction technique, which 
even at the time was subject to con-
troversy and is now subject to very sig-
nificant regulation. This sad accident 
could easily have been avoided, but be-
cause the proper safety regulations 
were not in place, 28 men did not go 
home that day. When I attended a cere-
mony earlier this week to commemo-
rate L’Ambience, I met with some of 
the families. The men were husbands, 
fathers, brothers, and neighbors. 

Day in and day in out in this Cham-
ber we hear about job-killing regula-
tions from the other side. And yes, we 
must make sure that our regulations 
are finally balanced, but it has become 
religious in this Chamber that all regu-
lations, whether they are there to pre-
serve the lives of construction workers 
or to keep children from dying of asth-
ma, are ‘‘job-killing regulations.’’ If 
this stays this ideological and this reli-
gious, we will see more killing of the 
real kind. 

ANNOUNCEMENT BY THE SPEAKER 
PRO TEMPORE 

The SPEAKER pro tempore (Mr. 
WOODALL). Pursuant to clause 8 of rule 
XX, the Chair will postpone further 
proceedings today on motions to sus-
pend the rules on which a recorded vote 
or the yeas and nays are ordered, or on 
which the vote incurs objection under 
clause 6 of rule XX. 

Record votes on postponed questions 
will be taken later today. 

f 

CYBERSECURITY ENHANCEMENT 
ACT OF 2012 

Mr. MCCAUL. Mr. Speaker, I move to 
suspend the rules and pass the bill 
(H.R. 2096) to advance cybersecurity re-
search, development, and technical 
standards, and for other purposes, as 
amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 2096 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Cybersecu-
rity Enhancement Act of 2012’’. 
TITLE I—RESEARCH AND DEVELOPMENT 

SEC. 101. DEFINITIONS. 
In this title: 
(1) NATIONAL COORDINATION OFFICE.—The 

term National Coordination Office means the 
National Coordination Office for the Net-
working and Information Technology Re-
search and Development program. 

(2) PROGRAM.—The term Program means 
the Networking and Information Technology 
Research and Development program which 
has been established under section 101 of the 
High-Performance Computing Act of 1991 (15 
U.S.C. 5511). 
SEC. 102. FINDINGS. 

Section 2 of the Cyber Security Research 
and Development Act (15 U.S.C. 7401) is 
amended— 

(1) by amending paragraph (1) to read as 
follows: 

‘‘(1) Advancements in information and 
communications technology have resulted in 
a globally interconnected network of govern-
ment, commercial, scientific, and education 
infrastructures, including critical infrastruc-
tures for electric power, natural gas and pe-
troleum production and distribution, tele-
communications, transportation, water sup-
ply, banking and finance, and emergency and 
government services.’’; 

(2) in paragraph (2), by striking ‘‘Expo-
nential increases in interconnectivity have 
facilitated enhanced communications, eco-
nomic growth,’’ and inserting ‘‘These ad-
vancements have significantly contributed 
to the growth of the United States econ-
omy’’; 

(3) by amending paragraph (3) to read as 
follows: 

‘‘(3) The Cyberspace Policy Review pub-
lished by the President in May, 2009, con-
cluded that our information technology and 
communications infrastructure is vulnerable 
and has ‘suffered intrusions that have al-
lowed criminals to steal hundreds of millions 
of dollars and nation-states and other enti-
ties to steal intellectual property and sen-
sitive military information’.’’; and 

(4) by amending paragraph (6) to read as 
follows: 

‘‘(6) While African-Americans, Hispanics, 
and Native Americans constitute 33 percent 

of the college-age population, members of 
these minorities comprise less than 20 per-
cent of bachelor degree recipients in the field 
of computer sciences.’’. 
SEC. 103. CYBERSECURITY STRATEGIC RE-

SEARCH AND DEVELOPMENT PLAN. 
(a) IN GENERAL.—Not later than 12 months 

after the date of enactment of this Act, the 
agencies identified in subsection 
101(a)(3)(B)(i) through (x) of the High-Per-
formance Computing Act of 1991 (15 U.S.C. 
5511(a)(3)(B)(i) through (x)) or designated 
under section 101(a)(3)(B)(xi) of such Act, 
working through the National Science and 
Technology Council and with the assistance 
of the National Coordination Office, shall 
transmit to Congress a strategic plan based 
on an assessment of cybersecurity risk to 
guide the overall direction of Federal cyber-
security and information assurance research 
and development for information technology 
and networking systems. Once every 3 years 
after the initial strategic plan is transmitted 
to Congress under this section, such agencies 
shall prepare and transmit to Congress an 
update of such plan. 

(b) CONTENTS OF PLAN.—The strategic plan 
required under subsection (a) shall— 

(1) specify and prioritize near-term, mid- 
term and long-term research objectives, in-
cluding objectives associated with the re-
search areas identified in section 4(a)(1) of 
the Cyber Security Research and Develop-
ment Act (15 U.S.C. 7403(a)(1)) and how the 
near-term objectives complement research 
and development areas in which the private 
sector is actively engaged; 

(2) describe how the Program will focus on 
innovative, transformational technologies 
with the potential to enhance the security, 
reliability, resilience, and trustworthiness of 
the digital infrastructure, and to protect 
consumer privacy; 

(3) describe how the Program will foster 
the rapid transfer of research and develop-
ment results into new cybersecurity tech-
nologies and applications for the timely ben-
efit of society and the national interest, in-
cluding through the dissemination of best 
practices and other outreach activities; 

(4) describe how the Program will establish 
and maintain a national research infrastruc-
ture for creating, testing, and evaluating the 
next generation of secure networking and in-
formation technology systems; 

(5) describe how the Program will facili-
tate access by academic researchers to the 
infrastructure described in paragraph (4), as 
well as to relevant data, including event 
data; and 

(6) describe how the Program will engage 
females and individuals identified in section 
33 or 34 of the Science and Engineering Equal 
Opportunities Act (42 U.S.C. 1885a or 1885b) 
to foster a more diverse workforce in this 
area. 

(c) DEVELOPMENT OF ROADMAP.—The agen-
cies described in subsection (a) shall develop 
and annually update an implementation 
roadmap for the strategic plan required in 
this section. Such roadmap shall— 

(1) specify the role of each Federal agency 
in carrying out or sponsoring research and 
development to meet the research objectives 
of the strategic plan, including a description 
of how progress toward the research objec-
tives will be evaluated; 

(2) specify the funding allocated to each 
major research objective of the strategic 
plan and the source of funding by agency for 
the current fiscal year; and 

(3) estimate the funding required for each 
major research objective of the strategic 
plan for the following 3 fiscal years. 

(d) RECOMMENDATIONS.—In developing and 
updating the strategic plan under subsection 
(a), the agencies involved shall solicit rec-
ommendations and advice from— 
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